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What is DynamixLive?

What is DynamixLive?
Centralised platform that retrieves fire system data, live events and device history 
stored in the cloud, in order to deliver Web and Mobile based reporting and real time 
status updates.

Site A

Site B

Site C

What can you see?
Access to the richest data from our fire panels, including real time events, fire 
system status and fire system reporting from Mobile and Web Browser based 
applications. Receive event notifications through email, SMS, or mobile APP.

What can you do?
Remotely trigger commands such as Silence, Reset, Mute, Resound, Evacuate.

What else can you do?
Remote access and control of fire panels via a Mobile or Web Browser application, 
allowing the use of all existing Advanced management software remotely.

What else can you do?
Cloud based storage of Panel Config, with version history and audit trail to allow roll 
back to a previous configuration.

Used for?
All stages of the fire system value chain.

Spec Design Contract Install Commission Service Operation Re‐Contract

• Commissioning report

• Witness testing

• Manage service visits

• One man service testing

• Proof of devices tested

• Automatic updated log 
book and service reports

• Remote control

• Remote Monitoring

• Notifications

Connectivity?
Access to Panel facilitated by a PCB Module which provides a RJ45 connection via 
the Serial Expansion Port.

LAN

One Module on Network
Pros:

• Low Cost

• Easy Installation

• Ideal for Single Panel installations

Cons:

• Unable to access Device History from other 
panels on network.

• Unable to directly control other panels on network

RJ45 into LAN

Option 1: One Module on Network

Connectivity?
Access to Panel facilitated by a PCB Module which provides a RJ45 connection via 
the Serial Expansion Port.

LAN

One Module per Panel
Pros:

• Able to access Device History for all Panels

• Able to Remote Control each Panel

• Much greater control and reporting possible

Cons:

• Installation cost multiplied by Number of Panels

• One LAN point required per panel

RJ45 into LAN

Option 2: One Module per Panel

1

2

3

4

5

6

7

8

9



8/31/2019

2

Security?
Secure: No firewall tunneling required.  Module and Client Applications establish 
outbound connection to Broker Service.

Broker Service

COMMAND
ResponseEvent

Security.

• Authentication can be as simple as a 
Username/Password Authentication.

• Authentication can also be configured to 
be Two Factor Authentication, by adding 
one of the other Authentication Methods

• Able to specify different levels of access 
to different users

Multiple levels of configurable authorization and authentication.

Username/Password Combination

GPS/Geo Location Restricted

Restricted to Local LAN

Custom Restriction Model

Mobile PIN code Confirmation

Feedback?

• Any opinions?

• Which features you liked?

• Which features would you want to add?

• Which features you don’t like or won’t use?

• Connectivity requirements?

• How would you use this?

• Who would use it?

• Other software integrations required (e.g. Accounting, service management, asset 
management)?

• How much would you pay? How would you like to pay?

• Would you sell-on?

• What other digital/cloud services are you using now? What do you like/dislike about it?

• Branding requirements

• Beta test?

• Anything else?
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